TSG-RAN Working Group 3 meeting #18

TSGR3#18(01)-010048

Stockholm, Sweden 15th – 19th January 2001
Agenda Item:
5

Source: 
Ericsson
Title: 
Specification updates in case of remaining update errors.

Document for:
Discussion


1. Introduction

RNSAP v.3.4.0 does not incorporate all CR’s approved at R3#10 correctly. This was noted by the rapporteur who sent a corresponding email on the R3 reflector. 

No agreement could be reached concerning the fact if the remaining-update-errors should result in an update to v.3.4.1 to be made by the support team (proposal by rapporteur), or should lead to new CR’s correcting the detected errors (proposal by support team).

2. Consequences of incomplete/incorrect update

TR 21.900 on working methods, v3.5.0 states the following (section 4.6.1):

“Following approval at TSG level, the Support Team person responsible for the specification shall edit the original specification to incorporate the changes of all Change Requests approved by the TSG.  The new version of the specification shall then be made available on the 3GPP file server.”

This paragraph indicates clearly that all changes of all approved CR’s shall be incorporated in the specification and made available by the support team.

The consequences of an incorrect/imcomplete update to a version Vx.y.0 are very severe. Let's assume that there is an error remaining in the Vx.y.0. (e.g. ASN.1 error, tabular format condition error, procedural error,..):

1) Then if an implementation complies to V.x.y.0, it will comply to a version of the specification which was never approved by 3GPP-RAN.

Consistent handling of backward compatibility handling becomes a mess in such a situation:

2) If there is an error remaining in a later version where the CRs agreed by TSG RAN are made backward compatible then there is no guarantee that this later version is backward compatible unless all agreed changes also become implemented in the specification: 

eventhough between Vx.(y-1).0 and Vx.y.0, R3 only approved backward compatible CR’s, due to the remaining-update-errors the Vx.y.0 could still be non-backward compatible with Vx.(y-1).0.
3) If there was e.g. an error in the ASN.1 in V.x.y.0, and a new CR needs the correct ASN.1, this CR might be backward compatible with what TSG-RAN approved so far but still imcompatible with the latest version of the specification. Note that the backward compatibility statement can only be made towards an existing version of the specification, not towards a hypothetical version which should have existed in case of a completely correct update.

3. Correction of deficiencies

TR 21.900 Section 4.6.6 indicates how to deal with deficiencies:

“The Support Team may update a specification to correct purely editorial deficiencies brought to its attention.  In this case, only the "editorial" field (third digit) of the version number shall be incremented.  Such changes should be avoided if possible: normally, they should be held over for inclusion next time a technical change is made to the specification.

All such changes shall be clearly explained in the "change history" of the specification.”

Although not preferred, it is clear that the working methods allow updates by the support team to correct deficiencies.

Based on further discussions with the support team we have understood that the main problem with making such updates is the dead-line for the official 3GPP release of the specification to the organisational partners which happens after every TSG-RAN meeting. After this dead-line, specifications updates can no longer be distributed as part of the 3GGP release.

4. Continuation proposal

Based on the above, it is proposed to handle the specification updates in the future as follows:

A) It is of the utmost importance that the update of the specifications after a TSG-RAN meeting incorporates all changes of all CR’s correctly. This is the only possible way to handle the backward compatibility issue between Vx.y.0 and Vx.(y+1).0 consistently. 

Both rapporteurs and support team should attempt to achieve this situation. Since we are dealing with complex specifications and updates, it might be good to have two review cycles by the rapporteurs of the update of the specification before releasing the Vx.y.0.

B) If remaining-update-errors are found after the Vx.(y+1).0 has been distributed, the support team can make updates of the specification to Vx.(y+1).z (z>0) as long as this is possible in relation to the 3GPP official release deadline. The need for such updates will be larger if the remaining-update-errors are bigger.

In this case the latest Vx.(y+1).z will be part of the official 3GPP release and will be used as the basis for all CR’s. Although this approach does no longer handle the backward compatibility issue between Vx.y.0 and Vx.(y+1).0 consistently, it does handle the backward compatibility between different 3GPP releases.

The dead-line for remaining-update-errors to be included in the 3GPP release should be communicated to all delegates.

C) If remaining-update-errors are found after the official 3GPP deadline has passed (and consequently the Vx.(y+1).z has been released), the support team shall collect the reported remaining-update-errors and provide one or more CR’s to correct the situation. 

The backward compatibility stated on these CR’s will be towards the latest available Vx.(y+1).z. Depending on the nature of the remaining-update-errors, such a CR might even be backward incompatible to the previous version. 

The reason for change of these CRs should clearly indicate that only remaining-update-errors are corrected and therefore all included changes are already approved by TSG-RAN. In this respect it should be clear that an implementation complying to the specifications as approved by a certain TSG_RAN, will also have to implement this CR thus still having some means of handling the backward compatibility issues.

As far as we understand, the above-described proposal is in line with the intention of TR 21.900. Still this approach should of course be agreed with the support team.

D) It should be further considered, preferably within the MCC team, how to handle the situation described under “C)” above towards the organisational partners. How can the MCC team make the organisational partners aware of the fact that the released specifications are not in accordance with the CRs agreed by the TSG?

